**Wykaz zagadnień na egzamin dyplomowy**

**Kryminologia Stosowana – studia I stopnia**

**dr Krzysztof Gorazdowski**

1. Różnice pomiędzy kryminologią a kryminalistyką
2. Związki kryminologii z innymi naukami
3. Nurty i paradygmaty w kryminologii
4. Główne założenia kryminologii klasycznej
5. Główne założenia kryminologii pozytywistycznej
6. Główne założenia kryminologii antynaturalistycznej
7. Statystyka prokuratorska
8. Determinanty zjawisk przestępczych
9. Biologiczne koncepcje przestępczości
10. Teoria antropologiczna
11. Struktura i dynamika przestępczości
12. Statystyki kryminalne
13. Ujemne zjawiska społeczne o potencjale kryminogennym
14. Przestępczość zorganizowana
15. Metody badań kryminologicznych
16. Statystyka policyjna
17. Dekryminalizacja, depenalizacja, kryminalizacja zachowania przestępczego.
18. Przestępstwa z użyciem przemocy, przemoc domowa, przemoc w rodzinie.
19. Statystyka penitencjarna
20. Zagadnienie „ciemnej liczby przestępstw”

**dr Dorota Kaczorkiewicz**

1. Obrona konieczna a stan wyższej konieczności w prawie karnym
2. Formy stadialne popełnienia przestępstwa
3. Kary przewidziane w Kodeksie karnym
4. Warunkowe umorzenie postępowania karnego
5. Struktura (definicja) przestępstwa
6. Wszczęcie postępowania przygotowawczego
7. Dowody w postępowaniu karnym
8. Rozprawa a posiedzenie w postępowaniu karnym
9. Tryb nakazowy w postępowaniu karnym
10. Punitywność a menedżeryzm i polityka karna
11. Determinanty badania poziomu lęku przed przestępczością
12. Typologie ofiar przestępstw według Hansa von Hentiga
13. Systemowa ochrona ofiar przestępstw w Polsce
14. Media a ofiara przestępstwa
15. Pojęcie wojny i konfliktu zbrojnego w międzynarodowym prawie karnym
16. Jurysdykcja Międzynarodowego Trybunału Karnego w Hadze
17. Ekstradycja i Europejski Nakaz Aresztowania
18. Proces karny w średniowieczu
19. Cesare Beccaria – jego dzieło i wpływ na prawo karne
20. Polski Kodeks karny z 1932r.

**dr Sylwia Szybowska**

1. Przestępstwa przeciwko ochronie informacji
2. Dodów elektroniczny - definicja, cechy i źródła
3. Definicje „Cyberzagrożenie” i „Cyberbezpieczeństwo" w aktualnym porządku prawym
4. Ochrona tajemnicy przedsiębiorstwa na gruncie przepisów prawa
5. Założenia Strategii Cyberbezpieczeństwa RP
6. Ochrona wizerunku na gruncie Prawa autorskiego i praw pokrewnych
7. Zadania Zespołów Reagowania na Incydenty Bezpieczeństwa Komputerowego   
   na poziomie krajowym
8. Przedmiot i podmiot prawa autorskiego
9. Krajowy System Cyberbezpieczeństwa
10. Ochrona własności intelektualnej na gruncie Ustawy o zwalczaniu nieuczciwej konkurencji
11. Ochrona autorskich praw osobistych i majątkowych
12. Narzędzia prawno-karne zwalczania cyberprzestępczości
13. Ochrona własności intelektualnej na gruncie Prawa własności przemysłowej
14. Założenia Strategii UE w zakresie cyberbezpieczeństwa na cyfrową dekadę
15. Procesy w informatyce śledczej
16. Europejskie Centrum ds. Cyberprzestępczości (EC3) - cele i zadania operacyjne
17. Naruszanie prawa autorskiego i praw pokrewnych
18. Czynności postępowania w przypadku wystąpienia poważnego incydentu
19. Sieć komputerowa - definicja, cechy użytkowe i urządzenia sieciowe
20. Centralne Biuro Zwalczania Cyberprzestępczości (CBZC) – cele i zadania operacyjne